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1. Purpose, scope and users

The aim of this document is to define the purpose, direction, principles and basic rules for information security.

This document is applied to the entire IT Service Management (ITSM).

Users of this document are all employees of [organization name], as well as all external parties who have a role in ITSM.

2. Reference documents

- Information Security Management Process
- IT Service Continuity Management Process
- Incident Management Process
- Change Management Process
- ISO 20000-1:2011 clause 6.6

3. Definitions

Confidentiality – characteristic of the information by which it is available only to authorized persons or systems.

Integrity – characteristic of the information by which it is changed only by authorized persons or systems in an allowed way.

Availability – characteristic of the information by which it can be accessed by authorized persons when it is needed.

Information security – preservation of confidentiality, integrity, and availability of information.

Information Security Management System – part of overall management processes that takes care of planning, implementing, maintaining, reviewing, and improving the information security.

4. Objective

The objective of Information Security Management is to provide confidentiality, integrity and availability of information assets, organization’s assets and services.

[role description] is responsible to review existing goals for Information Security Management and set new ones.

4.1 Information Security Policy
The Information Security Policy is a guideline which provides rules for use and misuse of [organization name]'s information security.

[role description] authorizes the [Information Security Policy]

[organization name] uses the following specific policies:

4.2 Information security requirements

Information security activities comply with the following legal and regulatory requirements relevant to the organization in the field of information security, as well as with contractual obligations.

- List of service requirements:
  - [list]
- List of company and regulatory requirements
  - [list]
- List of contractual obligations:
  - [list]

Legal and regulatory requirements and contractual obligations relevant to the organization in the field of information security that are not addressed in the Service Level Requirements are listed in the Service Level Requirements; see Service Level Requirements in Appendix of Service Level Management Process.

4.3 Risk Management

[role description] is responsible to identify information security risks and to prepare Risk Assessment and Treatment Plan (see Risk Assessment and Treatment Plan in Appendix of IT Service Continuity Management Process). Risk level is calculated according to security risk assessment is conducted once a year.

Risk acceptance criteria - Values 1 and 2 indicate acceptable risks, while values 3 and 4 indicate unacceptable risks. Unacceptable risks must be treated. Treatment measures are entered in the Risk Assessment and Treatment Plan (see Risk Assessment and Treatment Plan in Appendix of IT Service Continuity Management Process).

4.4 Information security controls

[organization name] has implemented and operates physical, administrative and technical information security controls. [role description] is responsible for ensuring that:

- Security controls are identified and documented – see Risk Assessment and Treatment Plan in Appendix of IT Service Continuity Management Process
- Security controls contain risk description which controls relate
- Security controls contain description of operation and maintenance
Effectiveness of controls

The Internal Audit Report (see Internal Audit Report in Appendix) contains necessary actions.

The Communication Procedure is defined in document “Communication Procedure.”

[role description] is responsible to:

- [organization name] information or services
- document, agree and implement information security controls with these external organizations.

4.5 Internal Audit

An internal [once a year] – see Annual Internal Audit in Internal Audit. [role description] appoints an auditor.

[role description] ensures the results of the audit are used in the Internal Audit Report (see Annual Internal Audit Report in Internal Audit). [Continual Service Improvement Manager] reviews the audit results and defines opportunity for improvement (see Service Improvement Plan Appendix of the Continual Service Improvement Process).

[Information Security Manager] is responsible to follow and manage resolution of internal audit findings; see Corrective and Preventive Action Form in Corrective and Preventive Action and see Annual Internal Audit Report in Internal Audit.

4.6 Policy communication

[role description] has to ensure that all employees of [organization name], as well as appropriate external parties, are familiar with this policy and the importance of conforming to the policy.

Communication procedure is defined in document Communication Procedure.

4.7 Security incident management

Security [role description] is defined by the incident Management process. Information security incidents are prioritized as [...]. [role description] defines priorities for information security incidents and communicates them to [Incident Manager].

[role description] analyzes

Information security incidents are reviewed and improvement identified by [Information Security Manager].

5. Validity and document management

This document is valid as of [date].
Owner of this document is [job title], who must update and [frequency] at least once a year.

[Top management] approves this policy.

[job title]

[name]

[signature]
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