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# Finalidade, escopo e usuários

A finalidade deste documento é definir regras para acesso a diversos sistemas, equipamentos, instalações e informações com base nos requisitos comerciais e de segurança para obtenção de acesso.

Este documento aplica-se a todo o escopo do Sistema de gestão da segurança da informação (SGSI), isto é, a todos os sistemas, equipamentos, instalações e informações do escopo do SGSI.

Os usuários deste documentos são funcionários da [nome da organização].

# Documentos de referência

* Norma ISO/IEC 27001, cláusulas A.9.1.1, A.9.1.2, A.9.2.1, A.9.2.2, A.9.2.3, A.9.2.4, A.9.2.5, A.9.2.6, A.9.3.1, A.9.4.1, A.9.4.3
* Política do sistema de gestão da segurança da informação
* Declaração de aplicabilidade
* [Política de classificação da informação]
* [Declaração de aceitação de documentos do SGSI
* [Lista de requisitos, legais, regulamentares, contratuais e outros]

# Controle de acessos

## Introdução

O princípio básico é que o acesso a todos os sistemas, redes, os serviços e as informações é proibido a menos que expressamente permitido a usuários e grupos de usuários. Deve haver um procedimento de registro de usuário para cada sistema e serviço.

O acesso a todas as áreas físicas não é permitido, exceto às áreas que requerem concessão de privilégios por parte da pessoa autorizada (item "Gerenciamento de privilégios").

Esta Política especifica regras de acesso a ...

\*\* FIM DA DEMONSTRAÇÃO \*\*

Clique aqui para baixar a versão completa deste documento: <http://www.iso27001standard.com/pt/documentacao/Politica-de-controle-de-acesso>