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# Finalidade, escopo e usuários

O objetivo desta Política de alto nível é definir a finalidade, a direção, os princípios e as regras básicas de gestão da segurança da informação.

Esta política aplica-se a todo o Sistema de gestão da segurança da informação (SGSI), como definido no documento de escopo do SGSI.

Os usuários deste documento são funcionários da [nome da organização], assim como as partes externas relevantes.

# Documentos de referência

* Norma ISO/IEC 27001, cláusulas 2 e 5.3
* Documento sobre o escopo do SGSI
* Metodologia de avaliação e tratamento de riscos
* Declaração de aplicabilidade
* Lista de obrigações Legais, Regulamentares e Contratuais
* [Política de continuidade de negócios]
* [Procedimento de gestão de incidentes]

# Terminologia básica de segurança da informação

**Confidencialidade** – características das informações que estão disponíveis somente para pessoas autorizadas ou sistemas.

**Integridade** - características das informações que somente são alteradas somente por pessoas da forma permitida.

**Disponibilidade** - características das informações que somente pode ser acessadas por pessoas autorizadas quando for necessário.

**Segurança da informação** - preservação da confidencialidade, integridade e disponibilidade da informação

**Sistema de gestão da segurança da informação -** a parte do sistema de gestão que cuida do planejamento, implementação, manutenção, revisão e aprimoramento da segurança da informação.

# Gerenciando a segurança da informação

## Objetivos e medição

\*\* FIM DA DEMONSTRAÇÃO \*\*

Clique aqui para baixar a versão completa deste documento: <http://www.iso27001standard.com/pt/documentacao/Politica-do-sistema-de-gestao-da-seguranca-da-informacao>