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# Finalidade, escopo e usuários

A finalidade deste documento é garantir a detecção rápida de eventos de segurança e fragilidades e rápida reação e resposta a incidentes de segurança.

Este documento aplica-se a todo o escopo do Sistema de gestão da segurança da informação (SGSI), ou seja, a todos os funcionários e a outros ativos usados no escopo do SGSI, bem como a todos os fornecedores e a outras pessoas de fora da organização que têm contato com os sistemas e as informações do SGSI.

Os usuários deste documento são todos funcionários da [nome da organização], bem como as pessoas mencionadas acima.

# Documentos de referência

* Norma ISO/IEC 27001, cláusulas clauses A.7.2.3, A.16.1.1, A.6.1.2, A.16.1.3, A.16.1.4, A.16.1.5, A.16.1.6, A.16.1.7
* Política da segurança da informação
* [Lista de requisitos legais, regulamentares, contratuais e outros]

# Gestão de incidentes

Um incidente de segurança da informação é um ou uma série de eventos não desejados ou não esperados com alta probabilidade de comprometer as operações dos negócios e ameaçar a segurança da informação (ISO/IEC 27001 3.6).

## Recebimento de classificação de incidentes, fragilidades e eventos

Todo funcionário, fornecedor ou terceiro que esteja em contato com as informações e/ou os sistemas da [nome da organização] deve informar quaisquer fragilidades, incidentes ou eventos que podem levar um possível incidente da seguinte forma:

\*\* FIM DA DEMONSTRAÇÃO \*\*

Clique aqui para baixar a versão completa deste documento: <http://www.iso27001standard.com/pt/documentacao/Procedimento-de-gestao-de-incidentes>