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# Propósito, escopo e usuários

O propósito deste documento é o de definir as regras básicas para o desenvolvimento seguro de software e sistemas.

Este documento é aplicado a todo o desenvolvimento e manutenção de todos os serviços, arquitetura, software e sistemas que fazem parte do Sistema de Gestão de Segurança da Informação (SGSI).

Os usuários deste documento são todos os funcionários que trabalham em desenvolvimento e manutenção na [nome da empresa].

# Documentos de referência

* Norma ISO/IEC 27001, cláusulas A.14.1.2, A.14.1.3, A.14.2.1, A.14.2.2, A.14.2.5, A.14.2.6, A.14.2.7, A.14.2.8, A.14.2.9, A.14.3.1
* Metodologia de avaliação de riscos e tratamento de riscos
* Política de segurança do fornecedor
* [Política de gestão de mudanças]/Procedimentos operacionais para a tecnologia da informação e comunicação]
* Plano de treinamento e conscientização

# Desenvolvimento e manutenção seguros

## Avaliação de risco para o processo de desenvolvimento

Além da avaliação de risco executada de acordo com a Metodologia de avaliação de riscos e tratamento de riscos, o [nome do cargo] precisa periodicamente executar a avaliação do seguinte:

\*\* FIM DA DEMONSTRAÇÃO \*\*

Clique aqui para baixar a versão completa deste documento: <http://www.iso27001standard.com/pt/documentacao/politica-de-desenvolvimento-seguro>