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# Finalidade, escopo e usuários

A finalidade deste documento é definir a metodologia de avaliação e tratamento de riscos à informação na [nome da organização] e definir o nível aceitável de riscos de acordo com a norma ISO/IEC 27001.

A avaliação de riscos aplica-se a todo o escopo do Sistema de gestão da segurança da informação (SGSI), isto é, a todos os ativos que são usados na organização ou que podem ter um impacto sobre a segurança da informação no SGSI.

Os usuários deste documento são funcionários da [nome da organização] que fazem parte da avaliação e do tratamento de riscos.

# Documentos de referência

* Norma ISO/IEC 27001, cláusulas 6.1.2,6.1.3, 8.2 e 8.3
* Política do sistema de gestão da segurança da informação
* Política de segurança do fornecedor
* Declaração de aplicabilidade

# Metodologia de avaliação e tratamento de riscos

## Avaliação de riscos

### O processo

A avaliação dos riscos é implementada por meio da Tabela de avaliação de riscos. O processo de avaliação de riscos é coordenado pelo [cargo], e identificação de ameaças e vulnerabilidade é realizada pelos proprietários do ativo, enquanto a avaliação das conseqüências e probabilidade é realizada pelos proprietários do risco.

### Ativos, vulnerabilidades e ameaças

A primeira etapa da avaliação de riscos é a identificação de todos os ativos no escopo do SGSI, isso é, de todos os ativos que podem afetar a confidencialidade, integridade e disponibilidade das informações na organização. Os ativos podem incluir documentos em papel ou formato eletrônico, aplicativos e bancos de dados, pessoas, equipamentos, infraestrutura e serviços externos e serviços contratados. Ao identificar os ativos, também é preciso identificar seus "proprietários", as pessoas ou a unidade organizacional responsável para cada ativo.
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Clique aqui para baixar a versão completa deste documento: <http://www.iso27001standard.com/pt/documentacao/Metodologia-de-avaliacao-e-tratamento-de-riscos>