# Guidelines for Data Inventory and Processing Activities Mapping

[organization logo]

[organization name]

## Guidelines for Data Inventory and Processing Activities Mapping

<table>
<thead>
<tr>
<th>Code:</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Version:</td>
<td></td>
</tr>
<tr>
<td>Date of version:</td>
<td></td>
</tr>
<tr>
<td>Created by:</td>
<td></td>
</tr>
<tr>
<td>Approved by:</td>
<td></td>
</tr>
<tr>
<td>Confidentiality level:</td>
<td></td>
</tr>
</tbody>
</table>

Commented [EUGDPR1]: All fields in this document marked by square brackets [ ] must be filled in.

Commented [EUGDPR2]: The document coding system should be in line with the organization’s existing system for document coding; in case such a system is not in place, this line may be deleted.

©2017 This template may be used by clients of Advisera Expert Solutions Ltd. in accordance with the License Agreement.
Change history

<table>
<thead>
<tr>
<th>Date</th>
<th>Version</th>
<th>Created by</th>
<th>Description of change</th>
</tr>
</thead>
<tbody>
<tr>
<td>dd.mm.yyyy</td>
<td>0.1</td>
<td>EUGDPRAcademy</td>
<td>Basic document outline</td>
</tr>
</tbody>
</table>

Table of Contents

1. SCOPE, PURPOSE AND USERS .................................................................3
2. REFERENCE DOCUMENTS ........................................................................3
3. BUILDING A PERSONAL DATA RECORD .....................................................3
   3.1. THE PURPOSE OF THE INVENTORY OR PROCESSING ACTIVITIES ...........3
   3.2. ACTING AS A DATA CONTROLLER ....................................................3
   3.3. ACTING AS A DATA PROCESSOR ......................................................4
4. FILLING IN AND MAINTAINING THE INVENTORY OF PROCESSING ACTIVITIES ....4
5. MANAGING RECORDS KEPT ON THE BASIS OF THIS DOCUMENT ....................5
6. VALIDITY AND DOCUMENT MANAGEMENT .............................................5
7. APPENDIX ............................................................................................5
1. Scope, Purpose and Users

The purpose of this document is to provide guidance to [Company Name] (“The Company”) for establishing and maintaining a record of processing activities.

The users of this document are the Data Protection Officer, and the representatives of the business units responsible for processing personal data.

2. Reference Documents

- [relevant national law or regulation for GDPR implementation]
- [other local laws and regulations]

3. Building a Personal Data Record

3.1. The Purpose of the Inventory or Processing Activities

In order to have a common approach toward providing accountability and compliance with the Company’s processing activities of personal data.

The Inventory of Processing Activities is primarily an internal document that will help employees of the business units to fulfill their accountability responsibility of an organization. Further, in the event of an investigation by the Data Protection Office, it will be a key document that will be reviewed.

The Data Protection Officer is responsible for maintaining a record of the Company’s data processing activities in the form of the Inventory of Processing Activities.

The type of Inventory will depend on whether a company is acting as a Data Controller or as Data Processor.

3.2. Acting as a Data Controller
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In order to ensure compliance with the requirements or the EU GDPR the following information must be included in the Inventory of Processing Activities:

- The name and contact details of Company’s Data Protection Officer or other responsible person.
- The categories of data processed by the business and the purpose for which the data is processed.
- The types of third parties with whom the personal data will be shared, including recipients, categories of data, purpose of sharing, and the period of time the data is shared for.
- The categories of data that will be shared with third parties.
- The proposed time limits for erasure of the different categories of data.
- Where possible, a general description of the technical and organizational security measures.
- Any third parties on the basis of a decision of the supervisory authority.
- The categories of actions taken to ensure that the above-mentioned information is kept correct and up to date.
- Suitable safeguards for exceptional transferring personal data.

3.3. Acting as a Data Processor

When the Company acts a data processor, it must maintain an Inventory of Processing Activities of all

- The name and contact details of the processor or processors and of each controller on behalf of which the processor is acting, and, where applicable, of the controller’s or the processor’s representative, and the Data Protection Officer.
- Any third parties the processor shares the data with.
- Any third parties the processor shares the data with the controller.

4. Filling in and Maintaining the Inventory of Processing Activities

The responsibility of filling in the Inventory of Processing Activities rests with each of the Company’s

Each business unit/department will maintain its own Inventory of Processing Activities. For this
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The responsible person must list all the data that are processed in particular business

The responsible person will regularly report to the Data Protection Officer when adding/deleting new Inventories.
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5. Managing Records Kept on the Basis of this Document
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<thead>
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6. Validity and document management

This document is valid as of [date].

The owner of this document is [job title], who must check and, if necessary, update the document at least once a year.

7. Appendix

- Appendix – Inventory of Processing Activities
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