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# Svrha, područje primjene i korisnici

Cilj je ove politike najviše razine propisati svrhu, smjer, principe i osnovna pravila upravljanja informacijskom sigurnošću.

Ova se Politika primjenjuje na cjelokupni Sustav upravljanja informacijskom sigurnošću (engl. *Information Security Management System – ISMS*), kao što je propisano u Odluci o opsegu ISMS-a.

Korisnici su ovog dokumenta svi zaposlenici [naziv organizacije], kao i relevantne vanjske strane.

# Referentni dokumenti

* Norma ISO/IEC 27001, točke 5.2, 5.3, 6.2, 7.4 i mjera A.6.3
* Odluka o opsegu ISMS-a
* Metodologija za procjenu i obradu rizika
* Izvješće o primjenjivosti
* Popis pravnih, regulatornih, ugovornih i ostalih zahtjeva
* [drugi interni dokumenti]
* [Politika kontinuiteta poslovanja]
* [Procedura za upravljanje incidentima]

# Osnovni pojmovi informacijske sigurnosti

**Povjerljivost** – karakteristika informacije prema kojoj je dostupna samo ovlaštenim osobama ili sustavima**.**

**Cjelovitost** – karakteristika informacije prema kojoj je mogu mijenjati samo ovlaštene osobe ili sustavi na dopušten način.

**Dostupnost** – karakteristika informacije prema kojoj joj mogu pristupiti ovlaštene osobe kada je to potrebno.

**Informacijska sigurnost** – očuvanje povjerljivosti, cjelovitosti i dostupnosti informacija.

**Sustav upravljanja informacijskom sigurnošću** – dio cjelokupnog procesa upravljanja koji se bavi planiranjem, provedbom, održavanjem, pregledom i poboljšanjem informacijske sigurnosti.

# Upravljanje informacijskom sigurnošću

## Ciljevi i mjerenje

Opći ciljevi vezani za sustav upravljanja informacijskom sigurnošću su sljedeći: postizanje boljeg imidža na tržištu i smanjenje šteta od potencijalnih incidenata; ciljevi su u skladu s poslovnim ciljevima, strategijom i poslovnim planovima organizacije. [Naziv radnog mjesta] je odgovoran za pregled ovih općih ciljeva ISMS-a te za postavljanje novih.

Ciljeve za pojedine sigurnosne mjere ili grupe mjera predlaže [navesti radna mjesta koja imaju odgovarajuće ovlaštenje], a odobrava [naziv radnog mjesta] u Izvješću o primjenjivosti.

Svi se ciljevi moraju pregledati barem jednom godišnje.

[Naziv organizacije] će mjeriti ostvarenje svih ciljeva. [Naziv radnog mjesta] je odgovoran za određivanje metoda za mjerenje ostvarenja ciljeva – mjerenja će se provoditi najmanje jednom godišnje, a [naziv radnog mjesta] će analizirati i ocijeniti rezultate mjerenja te podnijeti izviješće [top menadžmentu] kao ulazne materijale za pregled od strane menadžmenta. [Naziv radnog mjesta] je odgovoran za evidentiranje detalja o metodama mjerenja, periodičnosti i rezultatima u Izvješću o mjerenju.

## Zahtjevi informacijske sigurnosti

…

**\* ZAVRŠETAK OGLEDNOG PREDLOŠKA \***

(Kako biste pristupili potpunoj verziji dokumenta molimo Vas da kupite ISO 27001 i ISO 22301 Premium paket dokumentacije   
<https://advisera.com/27001academy/hr/iso-27001-iso-22301-premium-paket-dokumentacije/>)