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# Svrha, područje primjene i korisnici

Svrha je ovog dokumenta propisati kako će [naziv organizacije] zadržati nadzor nad svojim informacijama kada se tim informacijama pristupa kroz uređaje koji nisu u posjedu organizacije.

Ovaj se dokument primjenjuje na sve uređaje koji su u privatnom vlasništvu, a imaju mogućnost pohranjivanja, prijenosa ili obrađivanja osjetljivih informacija iz opsega Sustava za upravljanje informacijskom sigurnošću (engl. *Information Security Management System – ISMS*). Ti uređaji uključuju prijenosna računala, pametne telefone, tablete, USB memorijske štapiće, digitalne kamere, itd. Takvi se uređaji u ovoj Politici smatraju vlastitim uređajima (engl. *Bring Your Own Device – BYOD*).

Korisnici su ovog dokumenta svi zaposlenici [naziv organizacije].

# Referentni dokumenti

* Norma ISO/IEC 27001, mjere A.5.14, A.6.7 i A.8.1

# Sigurnosna pravila za korištenje vlastitih uređaja

Pravila ove Politike primjenjuju se na sve vlastite uređaje (BYOD), bez obzira na to koriste li se za posao ili u privatne svrhe, ili koriste li se unutar ili izvan prostorija organizacije.

## Politika tvrtke

[Naziv organizacije] podupire široku uporabu vlastitih uređaja (BYOD) u poslovne svrhe – tj. korištenje takvih uređaja za rad u organizaciji.

Podaci u vlasništvu organizacije i intelektualno vlasništvo, koji se pohranjuju, prenose ili obrađuju na vlastitom uređaju zaposlenika, ostaju u vlasništvu organizacije i ona zadržava pravo nadzora nad takvim podacima i/ili intelektualnim vlasništvom iako nije vlasnik uređaja.

## Tko je ovlašten za korištenje vlastitog uređaja i u koje svrhe

[Naziv radnog mjesta] će sastaviti Popis radnih mjesta i/ili osoba kojima je dopušteno korištenje vlastitih uređaja (BYOD), zajedno s aplikacijama i bazama podataka kojima smiju pristupiti korištenjem vlastitih uređaja.

[Naziv radnog mjesta] će sastaviti Popis zabranjenih aplikacija za BYOD.

## Koji su uređaji dozvoljeni

[Naziv radnog mjesta] će izraditi Popis prihvatljivih uređaja koji se mogu koristiti kao BYOD, zajedno s obveznim postavkama za svaki uređaj.

## Prihvatljiva uporaba

Za svaki vlastiti uređaj (BYOD) obvezno je sljedeće:

* [opisati način izrade sigurnosne kopije informacija u vlasništvu organizacije]
* [opisati koji se sigurnosni softver mora instalirati – npr. antivirusni softver, zaštita za sprječavanje upada, softver za upravljanje mobilnim uređajima, itd.]
* [opisati metodu enkripcije koja se mora koristiti i za što]
* …

…
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